**Кибербезопасность — это просто!**

Интернет-мошенники регулярно изобретают новые схемы обмана. Однако соблюдая простые правила кибергигиены, вы сможете им противостоять.

1. Создаем надежный пароль, содержащий заглавные буквы и цифры (никаких «qwerty123» и «123456789»);
2. Остерегаемся фишинга. Не стоит открывать подозрительные сообщения и электронные письма, вводить свои банковские данные, не убедившись в безопасности сайта;
3. Распознаём звонок мошенника – «родственник попал в беду», «звонок из полиции», «вы выиграли миллион» и т.д. – не стоит идти на поводу у звонящего и перечислять денежные средства, прекратите разговор и позвоните близким или в полицию, уточните услышанное;
4. Защищаем мобильное устройство – загружаем только проверенные приложения, обновляем операционную систему;
5. Рассказываем о киберграмотности пожилым и детям, не оставляем их в беде.

В случае совершения в отношении вас мошеннических действий незамедлительно обращайтесь в правоохранительные органы!